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Department and agencies may also use comparable Information Security 
Vulnerability Management products in conjunction with, but not in place of the 
provided enterprise tool set. No additional scanning products will be approved 
for new purchases. 

 

A Systems Architecture Review (SAR) would trigger the Triad Assessment. All 
four-identity methods could trigger the Triad Assessment, depending on the 
event and asset type. 
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All departments and agencies are required to have training on the use of the 
information security vulnerability assessment and remediation tools. If 
additional access is required for IP ranges, subnets, licenses, and/or user 
accounts on the information security vulnerability assessment tools, a written 
request for such access should be made at least one week prior to conducting 
any scans and assessment. 
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http://www.state.nj.us/it/ps/08-02-NJOIT_111_information_security_managing_exceptions.pdf



