
The Witness Who  
Was Not There: 
Challenging the Reliability of 
Identifications Made from Images 

Introduction 

Imagine that someone commits a robbery. If an eye-
witness sees the individual committing the robbery and 
identifies him, that identification is subject to significant 
review for reliability. Under the best circumstances, some 
jurisdictions consider all of the factors that impact the 
reliability of the identification, both in the control of the 
police (system variables) and out of their control (estima-
tor variables), in making an initial determination as to the 
admissibility of the identification.1 If the case goes to trial 
and the identification is admitted, the jury will be guided 
regarding how to consider that identification, including, 
in some jurisdictions, an admonition to remember that 
human memory is fallible and that “research has shown 
that there are risks of making mistaken identifications.”2 
Even in jurisdictions with less robust identification 
jurisprudence, a judge must assess the identification, 
keeping in mind that “reliability is the linchpin in deter-
mining the admissibility of identification testimony.”3 

But what if, instead, that robbery is caught on sur-
veillance camera video, and later, that same witness 

does not see it live but only views the video and then 
identifies that perpetrator? That identification, what we 
refer to as a “non-eyewitness identification,” is dramat-
ically different from both traditional eyewitness identi-
fication and the traditional use of video footage at trial, 
in which the footage acts as a supplement to the testi-
mony of a person who was present at the scene the 
footage depicts. Non-eyewitness identifications are a 
significant departure because they allow a person who 
was not at the scene and did not observe the event to 
opine on what a video depicts. 

Such non-eyewitness identifications are generally 
subject to none of the protections or limitations 
required of an eyewitness identification. If the non-
eyewitness claims almost any degree of familiarity 
with the perpetrator, that identification will be admis-
sible. The judge will not consider any suggestiveness in 
the circumstances leading to the identification or the 
risk of an irreparable misidentification. And the jury 
will not be told about these risks.  

The disparate treatment of eyewitness identifica-
tions versus non-eyewitness identifications persists even 
though the memory tasks are in many ways similar in 
both eyewitness and non-eyewitness identifications: The 
witness is comparing his or her memory of a face to an 
image of a face and deciding if the memory and image 
are the same person. In the case of the eyewitness, the 
“face in memory” is from having actually witnessed a 
person commit a crime and, sometimes, from some 
prior exposure to that person during their life. In the 
case of the non-eyewitness, the face in memory is always 
from some prior exposure. But, except for the fact that 
claimed familiarity is always a factor in non-eyewitness 
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identifications and only sometimes in 
eyewitness identifications, the underly-
ing cognitive processes are typically very 
similar. And we know, empirically, that 
identification errors with eyewitnesses 
occur with familiar faces, just as with 
strangers: In a review of the first 25 
years of DNA exonerations, 15 percent 
of misidentifications involved a witness 
with a prior confirmed familiarity with 
the person identified but who was actu-
ally innocent.4 The inconsistent stan-
dards applied to identifications by eye-
witnesses and non-eyewitnesses under-
mine the reliability of non-eyewitness 
identifications and the fairness of con-
victions that rest on them.  

This article proceeds in three parts. 
Part I presents the science relevant to the 
accuracy of non-eyewitness identifica-
tions. Part II reveals courts’ ongoing fail-
ures to apply the science to these kinds of 
identifications and presents the innova-
tion of the article: a two-pronged, scien-
tifically grounded approach that courts 
should use in assessing the admissibility 
of these identifications and in articulat-
ing jury instructions at trial. Part III 
applies this framework. 

 
I. What We Know About the 

Factors That Impact the 
Reliability of Identifications 
Made by Non-Eyewitness  
Video recordings are omnipresent. 

From cellphones that can record high-
quality video and body-worn cameras on 
police officers,5 to video doorbells,6 video 
recordings truly have a universal presence.  

The law has liberal standards for 
the admission of video evidence: If the 
proponent of the video evidence can 
demonstrate that the system that cap-
tured that video operates properly and 
the footage was downloaded properly, 
that video evidence is admissible in 
most jurisdictions as a “silent witness” 
that can stand on its own.7 Moreover, 
eyewitnesses have always had a role in 
the evaluation of video evidence — 
under the “pictorial theory” method of 
authentication, the video serves as an 
adjunct to eyewitness testimony, sup-
porting or supplying detail to that tes-
timony, which can also encompass facts 
and feelings not viewable on a video.8 
In this article, we assume that the 
images presented to the non-eyewit-
ness (and eventually the jury) are 
authentic and unaltered; a discussion 
of the manipulation or wholesale 
invention of images (for example, 
using artificial intelligence) is beyond 
the scope of the article.9 

Compared to the wealth of research 
available on factors that affect the accu-
racy of eyewitness memory and identi-
fication, there is less research on the 
other side of this coin: non-eyewitness 
identifications from surveillance videos 
and still images. The research available 
does demonstrate, however, that identi-
fications by non-eyewitnesses, especial-
ly minimally or moderately familiar 
non-eyewitnesses, are highly prone to 
errors. This research shows that image 
quality is the primary determinant of 
the accuracy of a non-eyewitness iden-
tification and that a number of situa-
tional factors — including familiarity, 
time delay, cross-race effect, and prim-
ing — will all affect the accuracy of a 
non-eyewitness identification.  

 
A. Image Quality 
Studies reveal that image quality is 

the most important factor impacting 
the reliability of identifications, at least 
on the lower end of the spectrum; low-
quality images lead to low identification 
accuracy.10 This is true for both civil-
ians and police officers,11 for stranger 
identifications and familiar identifica-
tions.12 The accuracy rates in assessing 
whether a person is familiar or accu-
rately identifying familiar faces is 
reduced when the image is blurred, the 
number of pixels is decreased,13 or the 
distance of the face image from the 
camera is increased.14 Together, these 
findings suggest that although familiar 
faces are generally recognized more 
accurately than unfamiliar faces, dis-
cussed further below, image quality 
affects face recognition accuracy for 
both familiar and unfamiliar faces.  

Other factors relating to the char-
acteristics of the image itself impact 
how the accuracy of an identification 
can be made by a non-eyewitness. Sev-
eral studies suggest that at the time of 
the test, looking at a still image of faces 
will result in less accurate recognition 
than looking at a moving image.15 In 
addition, in matching two simultane-
ously presented photographs of unfa-
miliar people, accuracy is significantly 
reduced when there are changes in 
lighting and viewpoint between the 
two images.16  

These findings are important in 
forensic situations because rarely would 
the visual appearance of a person be 
identical between an initial viewing and 
a later identification. Further, surveil-
lance cameras are often positioned high 
on buildings, recording incidents on the 
street below from a downward camera 

angle, which is likely to impair subse-
quent recognition accuracy of a person 
seen in full frontal view. 

 
B. Situational Characteristics 
Several situational characteristics 

impact the accuracy of identifications 
from videos.  

Familiarity. Among the situational 
characteristics that affect the accuracy of 
identifications by non-eyewitnesses, per-
haps the most important is whether the 
person observed is familiar to the 
observer. To clarify, a familiar person is 
one the observer has seen before, regard-
less of whether the observer remembers 
the person’s name or where the observer 
encountered him or her. However, it is 
important to note that claimed familiar-
ity is not the same as actual familiarity. 
Therefore, familiarity in fact consists of 
two components: (1) Is the person doing 
the identifying actually familiar with the 
person he or she perceives and (2) if so, 
how much does that familiarity help the 
accuracy of the identification? 

To begin with the second question, 
although familiar people are more accu-
rately recognized than strangers, correct 
recognition rates even for familiar people 
are far from perfect.17 Moreover, familiar-
ity exists on a spectrum: the more famil-
iar an observer is with another person, 
the more likely the observer is to identify 
that person accurately.18  

Exposure Duration. Another memo-
ry factor that relates to the degree of 
familiarity with the person observed is 
the duration of the initial exposure to 
the “recognized” person, that is, whether 
prior to the identification test, the 
observed person was initially seen for 
seconds versus minutes or more. Longer 
exposure times produce higher rates of 
accurate identifications and lower rates 
of misidentifications.19  

Let’s return to the first question: 
How good are people at determining 
whether they have seen a person before, 
that is, whether the person is familiar to 
them? This is important because famil-
iarity is only helpful to accuracy if it is 
actual familiarity. People who have had 
the experience of believing they saw an 
acquaintance in a supermarket only to 
approach and realize that it was a 
stranger knows that it is common to 
mistakenly believe one is familiar with a 
stranger. Studies testing whether people 
can actually determine whether they are 
familiar with a person show false posi-
tive rates ranging from 16% to 23% with 
yearbook photographs, which are high-
quality images.20  
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These findings are relevant to non-
eyewitness identifications. For example, 
an officer who “recognizes” a person 
from a video is more likely to be correct 
and have a detailed memory of the per-
son if the officer had spent more time 
face-to-face with that person than if the 
officer had just seen the person briefly, 
for example, hanging out in a park when 
the officer drove by.   

Time Delay. The time delay 
between when the person was “recog-
nized” and when he was last observed 
has a significant impact on the accura-
cy of identifications. One of the best-
established principles of memory is 
that memory tends to fade with the pas-
sage of time;21 memories are generally 
more accurate when tested immediate-
ly than after a delay. Thus, for example, 
an officer’s report of recognizing a per-
son in a video still is more likely to be 
correct if he is recognizing a person he 
saw within the past week than “last 
summer” or “a year ago.”  

Cross-Race Effect. It is well known 
that same-race faces are identified more 
accurately than cross-race faces, and this 
finding has been investigated and sup-
ported across a wide range of classifica-
tions of race and ethnicity.22 However, it 
is not as obvious and not well known 
that the cross-race effect applies as well 
to face matching, where no memory for 
the initially seen face is involved.23 This 
finding suggests that officers matching a 
previously seen face to a still from a 
video, and jurors matching the defen-
dant in court to a video they are watch-
ing, will be less accurate when the 
observers — the officers or the jurors — 
are of a different race from the person in 
the video.  

Priming. In identification proce-
dures, priming can introduce bias into 
identification by suggesting that a par-
ticular person is the person whose image 
is on the surveillance or is present at the 
scene. A wealth of research shows that 
human perceptions are shaped by our 
expectations.24 Our expectations bias 
what we see, especially when sensory 
input is weak or ambiguous.25  

Often, when an image from a video 
is circulated to law enforcement to see if 
anyone can identify the perpetrator, a 
statement is circulated along with the 
still that summarizes the crime and the 
location where it occurred. This state-
ment is likely to bias the identification by 
providing constraints on officers’ mem-
ory search for a possible perpetrator. 

A Note on Judgments of Confidence. 
As with eyewitness identifications, confi-

dence expressed in the initial identifica-
tion is likely to be the best indicator of 
eyewitness accuracy, as long as confi-
dence ratings are obtained shortly after 
the initial identification and under 
uncontaminated conditions, two very 
important caveats that often are not pres-
ent in identifications made in real cases.26  

Police Officers as Eyewitnesses and 
Non-eyewitnesses. Jurors and other 
laypeople believe that law enforcement 
personnel are more credible than other 
witnesses when they testify in court27 
and, moreover, that officers are more 
accurate eyewitnesses than civilians.28 
However, research has been substantially 
documented that officers are not more 
accurate eyewitnesses than civilians.29  

The State of the Science. Although 
eyewitness and non-eyewitness identifi-
cations differ in key ways, the bottom 
line is that many of the factors that may 
introduce bias, error, or inaccuracy into 
eyewitness identification can pervade 
non-eyewitness identification as well. 

 
II. Embracing the Science:  

A Proposal for Assessing 
Non-Eyewitness 
Identifications from Video 
The research above elucidates the 

key factors that impact the accuracy of 
non-eyewitness identifications: image 
quality, familiarity, time delay, cross-race 
effect, and priming. How does case law 
correspond to the science? A review of 
the case law reveals that a significant dis-
connect exists between the science and 
the law. After this review, we propose a 
new two-prong test to replace the inade-
quate standards currently being used to 
assess the admissibility and accuracy of 
non-eyewitness identifications. This test 
would represent a substantial improve-
ment over the current, scientifically 
unfounded standards in use. 

 
A. State of the Law Governing 

Non-Eyewitness Identifications 
The standard almost all courts uti-

lize for non-eyewitness identifications is 
that they are admissible if “some basis” 
exists for concluding that the witness is 
more likely to correctly identify the per-
son in the video or photograph than the 
jury is.30 That standard evolves from the 
standard for lay opinion testimony. 

Both eyewitness and non-eyewit-
ness identifications are identifications; in 
both, people judge that their memory for 
a person seen in one context is the same 
as their memory for a specific person 
seen in another context. However, non-
eyewitness identifications have been 

treated as a separate domain, as lay opin-
ion, since the first decisions to reckon 
with their admissibility.31 Like all lay 
opinion, non-eyewitness identifications 
have been held to be admissible if it is 
“rationally based on the perception of 
the witness” and “helpful” to the jury.32  

Such identifications are helpful, 
according to the courts to address the 
issue, because the non-eyewitness is 
familiar with the person he or she has 
identified and the jury is not familiar 
with the person.33 Therefore, the addi-
tion of familiarity makes the non-eye-
witness identification helpful to the 
jury, as compared to the jury simply 
attempting to determine if the defen-
dant and the person on the video are the 
same.34 Although this general concept 
comports with what the science reveals 
— as discussed above, that familiarity 
can be a helpful advantage in making an 
accurate identification — this principle 
frequently erodes into one in which any 
degree of claimed familiarity is used to 
justify the admission of non-eyewit-
nesses.35 In the words of the Connecticut 
Supreme Court, non-eyewitness identi-
fications are generally found to be 
admissible “unless the witness has had 
virtually zero prior contacts with the 
defendant.”36 Because minimal casual 
familiarity does not significantly 
enhance the accuracy of an identifica-
tion, courts accepting the bare mini-
mum of “familiarity” with a defendant 
are acting in direct contradiction to the 
scientific research.  

Courts also consider the quality of 
the footage. Their consideration, how-
ever, is often directly contrary to the 
identification science. Many courts have 
held that the lower the quality the 
footage, the more helpful the non-eye-
witness identification is.37 Courts have 
similarly held that obstruction of the 
face of a person in a video is a reason to 
admit a non-eyewitness identification.38 
Some acknowledge that the content and 
quality of an image are important to 
making a reliable identification from 
that image, holding that in order for a 
non-eyewitness identification to be 
admissible, the images must be neither 
“unmistakably clear” nor “hopelessly 
obscured.”39 Nonetheless, in no reported 
appellate case to date has an image been 
deemed so hopelessly obscured to ren-
der an identification inadmissible.  

This treatment of non-eyewitness 
identifications is incompatible with the 
scientific research reviewed above. The 
research makes clear that the face is the 
most important cue for accurate identi-
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fications, even for familiar people, and 
thus, faces that are obscured cannot be 
accurately recognized. In other words, 
the quality of the footage is essential to 
an identification. Low-quality images 
cannot be miraculously deciphered, not 
even by someone who has seen the 
defendant before.40 

Only one court has carried for-
ward its embrace of scientific research 
in the eyewitness identification sphere 
into the non-eyewitness identification 
sphere. In State v. Gore, a case about a 
non-law-enforcement witness, the 
Connecticut Supreme Court reviewed 
the case law and determined that famil-
iarity was the predominant driver in 
these decisions, but the familiarity bar 
is almost always met and further, that 
this “low standard for general familiar-
ity tends to favor the prosecution.”41 
The court therefore concluded that this 
low standard “does not afford sufficient 
protection to criminal defendants 
against good faith mistaken identifica-
tions” and held that a higher standard 
would set in Connecticut, requiring 
more than minimal familiarity.42 

More important, the Gore court rec-
ognized that many of the same memory 
processes, and the concern over those 
processes, apply to both eyewitness and 
non-eyewitness identifications: “[E]yewit-
ness identifications are different from 
identifications of a defendant in surveil-
lance footage. The two contexts, however, 
overlap in one significant respect: both 
involve the witness’ claimed recognition of 
the defendant.”43 That overlap means that 
“recent scientific developments that 
‘abundantly demonstrate the many 
vagaries of memory encoding, storage and 
retrieval; the malleability of memory; the 
contaminating effects of extrinsic infor-
mation; the influence of police interview 
techniques and identification procedures; 
and the many other factors that bear on 
the reliability of eyewitness identifica-
tions’” are relevant in the non-eyewitness 
identification context as well.44 The court 
noted in particular that “although famil-
iarity increases the accuracy of identifica-
tions, these identifications are not 
immune from detracting factors such as 
expectations (the belief that one will come 
across a familiar face), the presence of a 
disguise, cross-racial identifications, and 
an increased distance between the witness 
and the target individual.”45  

Although this recognition of the 
application of identification science in 
this context is heartening, it is not with-
out its limitations. The Gore court 
adopted the “not unmistakably clear or 

so hopelessly obscured” standard for 
the quality of the video.46 The court also 
declined to increase the procedural 
safeguards for non-eyewitness identifi-
cations as it has for eyewitness identifi-
cations over the last decade.47 Nor did 
the court consider the biasing impact of 
prior information; such information 
has been considered solely in the eye-
witness identification context.  

 
B. A Two-Prong Framework  

for Assessing Non-Eyewitness 
Identifications 

In light of the scientific findings 
discussed above, we propose a two-
prong framework for assessing the relia-
bility of a non-eyewitness identification 
from video or image. This framework 
should guide the admissibility of such 
identifications either under the lay 
opinion rule or under eyewitness identi-
fication standards. As to the lay opinion 
rule, if an identification is unlikely to be 
accurate, it is not helpful to the jury, as 
required by that rule.48 As to identifica-
tion standards, if an identification is 
unlikely to be accurate, there is substan-
tial likelihood of misidentification, 
which is the standard for exclusion of 
eyewitness identifications federally.49 
Through either admissibility lens, a 
non-eyewitness identification that is 
unlikely to be accurate is not probative, 
but highly prejudicial, and thus must be 
excluded under Federal Rule of 
Evidence 403 or its state counterparts. 
While we urge that non-eyewitness 
identifications should be assessed as 
identifications, instead of under the sep-
arate lay opinion track discussed above, 
regardless of which evidentiary rule 
guides the inquiry, what is important is 
that science is being used to inform the 
standards of accuracy and reliability. 

Prong One: The Quality of the Video. 
The quality of the video should be 
assessed in light of the factors known to 
affect the accuracy of face identifications 
from videos. Rather than the “not 
unmistakably clear or so hopelessly 
obscured” standard, which allows into 
evidence identifications made from 
images too low quality to allow for accu-
rate identifications, the factors below 
provide a more nuanced framework for 
assessment. These factors include: 

Image resolution and distance v
of the person to be identified 
from the camera. 

Whether the image of the person v
to be identified is moving or still.  

Lighting on the face of the per-v
son to be identified in the video. 

Viewpoint and camera angle of v
the person to be identified in 
the video. 

Presence of a hat, sunglasses, or v
other disguise on the person to 
be identified. 

Obstructions between the camera v
and the person to be identified. 

As a threshold matter, an identifi-
cation made from an image that is of 
such low quality that the probability of 
an accurate identification is unaccept-
ably low must be excluded without con-
sideration of any other factors. This 
prong requires courts to assess whether 
there is a reasonable probability of an 
accurate identification, given the quali-
ty of the image. 

The reason that image quality is a 
threshold matter is because, as reviewed 
above, the odds of a person making an 
accurate identification from a low-quality 
facial image are unacceptably low. We do 
acknowledge that familiarity can reduce 
the impact of low image quality — you 
are more likely to be able to recognize 
your wife from a low-quality image than a 
stranger is — but at a certain point of lack 
of clarity, familiarity cannot overcome 
poor image quality. Video quality affects 
face recognition accuracy for both famil-
iar and unfamiliar faces.50 Thus, given the 
risk of a mistaken identification from 
even a subject who claims to be familiar 
with the person, the task should not be 
attempted without an image of sufficient 
clarity that there is a reasonable probabil-
ity of an accurate identification. 

The other reason video quality is a 
threshold issue is because of the effect of 
cognitive bias. As discussed earlier, our 
expectations shape our perceptions.51 
But further, it has been demonstrated 
that once a person knows (or thinks she 
knows) what a picture shows, that 
knowledge creates the illusion that the 
picture is clearer than it actually is.52 
Thus, using a non-eyewitness’s asserted 
degree of familiarity — which is incor-
rect if the image of the assailant is not 
actually an image of their husband, but 
of a stranger — to overcome image-
quality issues impermissibly increases 
the risk of a false positive identification.  

As with most evidentiary determi-
nations, and specifically as with the 
admissibility of identifications, the ques-
tion of whether the video is of sufficient-
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ly high quality to pass muster under this 
first prong will be assessed under the 
totality of the circumstances. Of course, 
one difficulty here is that bright-line 
operational measures of whether a video 
image is sufficiently clear are not avail-
able. However, the factors listed above 
are a significant improvement upon the 
“hopelessly obscured” standard, which is 
not only a very low bar but also gives no 
concrete information as to how that can 
be determined.  

In addition, the above discussion of 
judgment bias suggests that judges are not 
clean slates when making the determina-
tion of whether the quality of the video is 
too low for an accurate identification to 
be made. However, given the roles of 
judges as finders of fact, this bias is baked 
in. While simply educating people about 

their cognitive biases does little to miti-
gate these biases,53 there are interventions 
that can be taken to mitigate the effect of 
these biases. We suggest that, to combat 
this bias, judges should make the decision 
about video quality, and they should do 
so before they learn any information 
about the person attempting to make the 
identification or any other contextual 
information about the identification.54  

After taking all the above factors into 
account, if the image is found to be of 
low quality, no identification based on 
that image should come in. An image can 
be low quality even if it is not “hopelessly 
obscured.” As the science discussed above 
shows, identifications are more likely to 
be accurate when a clear face image is 
viewed. Without that clear face image, 
none of the other factors matter. In other 

words, a face that cannot be clearly seen is 
not likely to be accurately identified. Only 
if the first prong of this framework is sat-
isfied should the admissibility inquiry 
advance to the second prong. 

Prong Two: Relevant Situational 
Factors. These factors, pulled from the 
science above, have both independent 
and interactive effects on identification 
accuracy. They include the following: 

The degree of familiarity that v
the non-eyewitness has with 
the person he or she believes is 
depicted in the footage.  

The exposure duration of the v
non-eyewitness’s prior encounter 
with the person he or she believes 
is depicted in the footage.  

The time delay between when v
the person the non-eyewitness 
believes is depicted in the 
footage was last seen and the 
time of the identification. 

Whether the non-eyewitness v
and the person the non-eye-
witness believes is depicted in 
the footage are of the same 
race or ethnicity. 

The priming effect of crime v
details and description of the 
perpetrator that the non-eye-
witness was told prior to view-
ing the video. 

The level of confidence expressed v
by the non-eyewitness at the 
time of the first identification, 
and whether the identification 
confidence was collected in the 
non-eyewitness’s own words 
without any suggestive question-
ing by the officer. 

With respect to the first factor, 
familiarity, it is important to consider 
that familiarity varies along a continuum; 
it is not an all-or-none phenomenon. This 
framework therefore replaces the princi-
ple that “any familiarity is sufficient for 
admissibility” with a nuanced frame-
work that recognizes that not all famil-
iarity is equal. In determining the degree 
of familiarity that the non-eyewitness 
has with the person the non-eyewitness 
believes is depicted in the footage, a list 
of factors should be assessed, including: 

How many times has the non-v
eyewitness seen the person she 
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Is the Identification Accurate?  
A Two-Prong Checklist 

Prong One: Given the image quality, is there a reasonable  
probability of an accurate identification? 

Consider: v

• Image resolution. 

• Distance of the person to  
be identified from camera. 

• Lighting, viewpoint,  
camera angle. 

• Presence of a hat  
or other disguise. 

• Obstructions between the camera 
and the target person. 

• Whether the image  
is moving or still. 

If there is no reasonable probability of an accurate identification, v
identification is not admissible. 

If there is a reasonable probability of an accurate identification, v
proceed to Prong Two.  

Prong Two: Considering the factors below,  
is the identification likely to be accurate? 

Consider: v

• The degree of familiarity. 

• The exposure duration of prior 
encounters with the person the 
non-eyewitness has identified. 

• Time delay between the last time 
the person identified was seen by 
the non-eyewitness and the 
identification. 

• Suggestiveness of information 
given prior to identification. 

• The level of confidence and 
whether it was collected 
appropriately. 

Standards of admissibility: v

• Under the lay opinion rule, an 
identification that is unlikely to be 
accurate is not helpful and 
therefore admissible. 

• Under due process identification 
jurisprudence, if there is substantial 
risk of misidentification, the 
identification is not admissible.

https://www.nacdl.org/
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believes is depicted in the 
footage previously? 

When did the non-eyewitness v
most recently encounter the 
person he believes is depicted 
in the footage? 

What was the nature and the v
context of this encounter? 

What was the duration of this v
encounter? 

What additional details can the v
non-eyewitness recall about 
this encounter, including who 
else was present? 

Prior to this most recent v
encounter, what was their pre-
vious encounter?  

Repeat these questions for each v
encounter claimed between the 
non-eyewitness and the person 
the non-eyewitness believes is 
depicted in the footage. 

In sum, this two-prong framework 
would assist in the assessment of 
whether an identification by a non-eye-
witness from evidence obtained from a 
video is likely to be accurate. Critically, 
this two-prong approach would also 
require courts to consider factors that 
are currently being ignored, including 
the impact of cross-race effects and the 
relevance of suggestibility in non-eye-
witness identifications. 

 
III. Putting It Together:  

Applying the Framework 
Judges should use the framework 

when determining admissibility, and 
jurors should be informed of the frame-
work when deciding whether to credit a 
non-eyewitness identification that has 
been admitted. Below we show how the 
framework should be applied in a hypo-
thetical situation.  

A burglary occurs in a residential 
complex. There is a surveillance camera at 
the front door. Residents are shown the 
video footage of a man entering the build-
ing and asked to identify him. None of the 
residents directly witnessed the burglary. 

First, the quality of the video footage 
must be assessed. What is the resolution 
of the facial image? How high was the 
camera stationed relative to the face of the 
perpetrator? Is the person’s face visible? If 
so, for how long? Is the person wearing a 
cap or sunglasses? If, considering these 

facts, under the totality of circumstances, 
the judge determines that the image is too 
low quality — blurry, grainy, far away, or 
with an obscured face — for there to be a 
reasonable probability that an accurate 
identification could be made, no resi-
dent’s identification should be admitted.  

If the footage depicts a person with a 
discernable face, then the judge must ask 
other questions to determine the admissi-
bility of the video. Were the residents told 
that a burglary had occurred? Were they 
told what was stolen? If so, they might 
approach the identification expecting a 
certain person, perhaps with a history of 
stealing, or someone having an interest in 
the specific items stolen. Were they told 
that officers believed the perpetrator to be 
a visitor of a specific apartment? Worse, 
were the residents told which neighbor 
officers suspected and merely asked to 
“confirm” the identification? All this infor-
mation would be suggestive, undermining 
the reliability of any identification. 

The judge must also consider any 
degree of asserted familiarity. Vague 
assertions of “I’ve seen him around the 
building” should not be sufficient to 
ensure admissibility, especially in a large 
apartment complex. What about, “I saw 
him at a picnic in the park across the 
street”? For that response, a judge should 
consider how many people attended the 
event, how long ago the event occurred, 
and how long the non-eyewitness direct-
ly interacted with the suspect. The judge 
must also consider whether the identifi-
cation is cross-racial. 

In this scenario, given a high-resolu-
tion video camera that was placed close to 
the suspect whose face can be seen, some 
non-eyewitness identifications may be 
admissible, and some may not. The cross-
race non-eyewitness identification of 
someone who claimed to have met the sus-
pect once while visiting the resident of an 
apartment two years ago should not be 
admitted. The same-race non-eyewitness 
identification of someone who claims to 
have seen the suspect every Tuesday and 
Thursday at the dog park across the street 
for the last two years should be admitted. 
Still, the jury should be instructed to con-
sider the two-prong framework when 
answering the ultimate question: Has the 
State proven beyond a reasonable doubt 
that the defendant was correctly identified? 

 

Conclusion 
As noted at the outset, eyewitness 

misidentifications are a leading cause of 
wrongful convictions in the United States. 
But how many wrongful convictions have 

resulted from non-eyewitness misidenti-
fications? Although we do not have the 
answer to this question, there is cause for 
concern due to the scientific research doc-
umenting inaccuracies with the memory 
task required for non-eyewitness identifi-
cations. Yet, non-eyewitness identifica-
tions have proceeded on a separate 
jurisprudential track. Untouched by 
advances in scientific research, these iden-
tifications are only becoming increasingly 
prevalent in our surveillance world. From 
body-worn cameras to CCTVs, from Nest 
doorbells to smartphones ready at a 
moment’s notice, more and more crimes 
are being captured on film. And under 
conditions of low-quality footage and 
minimal familiarity, witnesses are being 
brought to court to identify the defen-
dants as the perpetrators. The accuracy of 
many of these identifications are dubious 
— as dramatically demonstrated by the 
exoneration of Ronnell Johnson, who was 
wrongly identified by his own father and 
aunt as being the perpetrator on surveil-
lance footage.55 And although the quality 
of the actual cameras are increasing, the 
factors described above — such as the dis-
tance from the camera to the person of 
interest, the angle of the camera,56 and the 
presence of obstructions — can make 
even a high-quality video image ineffec-
tive at capturing a representation of a per-
son that is likely to lead to an accurate 
identification.57 The current standards are 
doing nothing to acknowledge, let alone 
meet, this problem. 

The two-prong admissibility test 
that we propose will prevent judges 
from admitting into evidence what are 
likely to be the less reliable non-eyewit-
ness identifications, instead admitting 
only those with sufficient indications of 
accuracy. As a guide to jurors, this two-
prong approach will also help focus on 
the key factors that govern the accuracy 
of non-eyewitness identifications. A 
more stringent, scientifically sound 
standard is necessary to protect criminal 
defendants and to give us all more faith 
in convictions based on evidence from 
non-eyewitnesses.  

Courts must meet this increase in 
non-eyewitness identifications with an 
understanding that they are, in fact, 
identifications that carry with them the 
same risks as the eyewitness identifica-
tions we have rightfully grown skepti-
cal of. We should not have to wait 
decades to understand the errors of our 
ways, as we did before DNA exonera-
tions revealed decades of wrongful 
incarcerations based on eyewitness 
misidentifications. We have the scien-



tific understanding to approach these 
identifications with more rigor now. 

© 2024, Tamar Lerer and Kathy 
Pezdek. All rights reserved. 
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Ephraim’s presence was felt in many dif-
ferent places. He was the first president 
of CACJ, NACDL’s California affiliate, as 
well as the first chair of its Amicus 
Curiae Committee, where he cast a long 
shadow. I took over as the chair in 1992. 
It says a lot about Ephraim that for more 
than 30 years, lawyers have asked me if 
Ephraim might be available to write an 
amicus brief to help them on a case.  

John Philipsborn 

 
Vicki H. Young and Ephraim Margolin 

I was honored when Ephraim asked me 
to work with him when I left the Federal 
Public Defender’s Office. It seemed as if 
he was everyone’s mentor — attorneys, 
judges, politicians, and everyday folk. I 
continually learned from him about the 
law and how to use it for good. His wis-
dom was matched by his compassion 
and generosity. His life was as inspiring 
as his intellect. He will be missed. 

Vicki H. Young 

Ephraim Margolin loved the law — not 
just the practice of the law, but law 
itself. It showed in the elegant construc-
tion of his briefs and in the piercing 
prose of his meticulous motion prac-
tice. When Ephraim spoke at board 
meetings, we were hushed, as he guided 
us toward a greater understanding of 
NACDL’s role in society. Our joy that he 
was one of us must be weighed against 
our sorrow at his passing. 

Larry Pozner n

EPHRAIM MARGOLIN TRIBUTE 
(Continued from page 10)

(Continued on page 41)



tions, will definitely be averring, “I 
couldn’t do this sober.” 

Choosing the mode of trial with a 
“bad video” is a trickier endeavor. 
Consider the component parts such as 
walking to the curb, speech, and any stat-
ed physical problems. If, overall, these 
elements favor the client, defense coun-
sel is probably better off arguing to a jury 
that the video denotes sobriety. Other 
circumstances that may favor choosing a 
jury trial are a client who presents him-
self as being cooperative or a client who 
inspires sympathy. 

If defense counsel has a favorable 
judge or one who is aged or physically 
infirm, these same factors can also lead 
to choosing a bench trial. 

 
13. Conclusion 

Body-worn cameras, originally 
introduced for the protection of the 
police, are here to stay and bound to 
improve. Competent representation of 
people charged with alcohol-related 
operating offenses requires counsel to be 
aware of the various strategies that can 
be pursued in reference to the ever-pre-
sent, ever-telling, and ofttimes damning 
electronic eye. 
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