Online Security & Salety

o, begmswihyou.

e Use strong passwords and two-factor authentication e Don't forget to adjust online privacy settings to limit
 Monitor your credit history for improper activity third-parties from sharing your personal information
e Backup your data and keep the backup offline e Don't use public WiFi, especially for financial or
 Update your operating systems and antivirus software other sensitive transactions
* Wipe your devices before disposal or resale — e Don’t open attachments or links in unsolicited emails
deleting info is not enough! e Don't give out your personal information through
* Review default privacy settings for computers, phishing calls, texts, or email
phones, and other devices e Don't use easy passwords like PASSWORD or ABC123
e Be aware of Web sites, apps, and games that ask e Don't merely discard paper documents with
for information from children under 13 years of age personal info - shred them!
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